Relias Cybersecurity Courses
Key: Green = good resource; yellow = ok resource; red = not great resource

· IT Security for End Users: IT Security Fundamentals
· 0.9 hrs
· Not very engaging, but info is relevant
· Navigation a little confusing with tests
· IT Security for End Users: Secure Corporate Communications and Networking
· 0.8 hrs
· Better info
· A little more engaging than IT Security Fundamentals
· Test not great, but sufficient
· Navigation a little confusing with tests
· IT Security for End Users: Threats to corporate computers
· 0.8 Hrs
· Instructs users on a couple things that are slightly different than our policies
· Slightly outdated with password requirements, according to new NIST standards (all training prior to this year will be)
· Cybersecurity Basics 101 - Email Security: Encryption and Phishing
· Created through CCALAC’s HIT Roundtable
· Easy to navigate
· Good basic course
· COMPLIANCE EXPERT: IT Security – Phishing 
· 0.1 hrs
· 5-minute video of guy talking
· Accurate, but very basic info
· No test
· Privacy and Information Security
· Requires Adobe flash, which is no longer supported
· Very outdated format and some information
· Preventing Identity Theft
· Requires Adobe flash, which is no longer supported
· Very outdated format and some information



· CompTIA Cybersecurity Courses (For IT professionals)
· CompTIA Cybersecurity Analyst+ CS0-001: Investigate Security Incidents (2.2 hrs)
· CompTIA Cybersecurity Analyst+ CS0-001: Monitoring for Security Issues (2.3 hrs)
· CompTIA Cybersecurity Analyst+ CS0-001: Network Architecture and Reconnaissance (3.1 hrs)
· CompTIA Cybersecurity Analyst+ CS0-001: Reducing Vulnerabilities (2.4 hrs)
· CompTIA Cybersecurity Analyst+ CS0-001: Threat Identification (2.4 hrs)
· CompTIA Cybersecurity Analyst+ CS0-001: Threat Mitigation (2.2 hrs)
· CompTIA Network+ N10-007: Network Attacks & Device Hardening (2.75 hrs)
